Fundacja Ignatianum

ul. Kopernika 26

31-501 Kraków

tel. 12 399 96 69

e-mail: fundacjaignatianum@ignatianum.edu.pl

**KARTA ZGŁOSZENIOWA**

* **PROSIMY WYPEŁNIĆ DRUKOWANYMI LITERAMI**

|  |  |  |
| --- | --- | --- |
| **Imię i nazwisko** | **Telefon kontaktowy** | **Adres e-mail** |
|  |  |  |
|  |  |  |
|  |  |  |

**Dane do faktury**

|  |  |  |
| --- | --- | --- |
| **Nazwa firmy/instytucji** |  |  |
| **Adres (ulica, kod pocztowy, miasto)** |  |  |
| **NIP** |  |  |
| **Telefon** |  | **Potwierdzenie udziału  w szkoleniu otrzymają Państwo na podany adres e-mail najpóźniej do 7 dni przed szkoleniem** |
| **E-mail** |  |

**Informacje o szkoleniu**

|  |  |
| --- | --- |
| **Temat** | **RODO – tak, ale tylko praktycznie!** |
| **Miejsce** | **Akademia Ignatianum w Krakowie , sala 414** |
| **Data i godzina** | **06.07.2019 r. godz. 9.00-16.00** |
| **Cena uczestnictwa** | **550 zł – dla osób niebędących pracownikami oraz studentami Akademii Ignatianum w Krakowie** |
| **400 zł – pracownicy oraz studenci Akademii Ignatianum w Krakowie** |
| **Opłatę za szkolenie należy wpłaci na konto Organizatora:**  **Fundacja Ignatianum ul. Kopernika 26, 31-501 Kraków, 58 1750 0012 0000 0000 3880 7595, tytułem** RODO – tak, ale tylko praktycznie! | |

**Podpisaną kartę zgłoszeniową należy przesłać w formie skanu na adres   
e-mail: fundacjaignatianum@ignatianum.edu.pl**

**Jak chronimy dane osobowe uczestników szkolenia**

1. **Administratorem** Pani/Pana danych osobowych jest Akademia Ignatianum z siedzibą w Krakowie przy ul. M. Kopernika 26 (dalej jako: my). Można się z nami skontaktować w następujący sposób:

* przez e-mail: rektorat@ignatianum.edu.pl
* telefonicznie: 123 999 502

1. **Inspektor Ochrony Danych**

Wyznaczyliśmy Inspektora Ochrony Danych, z którym można się kontaktować w następujący sposób:

* przez e-mail: [iod@ignatianum.edu.pl](mailto:iod@ignatianum.edu.pl)

1. **Cele przetwarzania oraz podstawa prawna przetwarzania**
2. będziemy posługiwać się danymi osobowymi w celu zorganizowania, przeprowadzenia i rozliczenia szkolenia pt.: „**RODO – tak, ale tylko praktycznie!”**.
3. podstawą posługiwania się danymi osobowymi jest art. 6 ust. 1 b) RODO tj. zrealizowanie usługi szkoleniowej oraz związane z tym prawne obowiązki podatkowe i rachunkowe tj. art. 6 ust. 1 c) RODO. W odrębnych przypadkach będzie to Pani/Pana zgoda tj. art. 6 ust. 1 a) RODO, o ile zostanie udzielona. Podstawą prawną jest również art. 6 ust. 1 f) RODO tj. nasz uzasadniony interes prawny, którym jest dochodzenie roszczeń związanych z wykonaniem usługi szkoleniowej.

Przekazanie danych jest dobrowolne, ale konieczne dla udziału w szkoleniu.

1. **Okres przechowywania danych osobowych**

Będziemy przechowywać dane osobowe przez okres związany ze zrealizowaniem ww. celu, w tym zgodnie z terminami przepisów podatkowych, a w pozostałych przypadkach przez okres przedawnień roszczeń związanych z ww. celem.

1. **Odbiorcy danych**

Nie przekazujemy danych osobowych innym podmiotom, z wyłączeniem tych, z którymi współpracujemy, aby zrealizować ww. cel np. firmom świadczącym nam obsługę informatyczną szkolenia. W innych przypadkach możemy przekazać dane osobowe wyłącznie uprawnionym organom państwowym.

1. **Prawa związane z przetwarzaniem danych osobowych**

Dlatego, że posługujemy się danymi osobowymi przysługuje Pani/Panu:

1. prawo wycofania zgody (o ile została udzielona), co jednak nie wpływa na okres przed jej wycofaniem
2. prawo dostępu do danych osobowych
3. prawo żądania sprostowania danych osobowych
4. prawo żądania usunięcia danych osobowych
5. prawo żądania ograniczenia przetwarzania danych osobowych
6. prawo wyrażenia sprzeciwu wobec przetwarzania danych osobowych
7. prawo do przenoszenia danych osobowych.

Aby skorzystać z powyższych praw, proszę się z nami skontaktować - dane kontaktowe w pkt. 1 powyżej.

Ponadto przysługuje Pani/Panu prawo wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych z siedzibą   
w Warszawie przy ul. Stawki 2.

Zapewniamy, że dokładamy wszelkich starań, aby zapewnić środki fizycznej, technicznej i organizacyjnej ochrony danych osobowychprzed ich przypadkowym czy umyślnym zniszczeniem, przypadkową utratą, zmianą, nieuprawnionym ujawnieniem, wykorzystaniem czy dostępem, zgodnie ze wszystkimi obowiązującymi przepisami.